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[bookmark: _Toc181798736]Guide Overview
The guide provides information and instructions on administrative functions in the Blue Origin Procure to Pay powered by Exostar’s Supply Chain Platform (SCP) application. 

IMPORTANT! Your roles and permissions determine what options are on your Administration menu. If you are not an administrator, the Administration menu is not visible/available for you.
[bookmark: _Toc181798737]Company Hierarchy Management
The system supports the concept of parent companies whereby permission to a parent company role is provided using combination of permissions from its children companies. The role that has access to parent company level has access to all the entities that each of its children entity has access to.

The following access group types exist: PARENT, CUSTOMER, SUPPLIER, ALL. A two-level access group hierarchy exists:
· A parent access group can contain any number of CUSTOMER or SUPPLIER type access groups.
· A CUSTOMER or SUPPLIER type access group can belong to zero or more parent access groups
· A parent access group cannot contain parent access groups.
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Parent Company Management allows users to create/delete a parent company access group. With this workflow, users can add/remove CUSTOMER and SUPPLIER type access groups to/from a parent access group and view dynamic role information.

This workflow exposes parent company roles to UMS so that they can be assigned to users. When a parent company is saved, the system creates a set of roles that provides aggregated access based on the child companies.
[bookmark: _Toc181798739]Create New Parent Company
To create a new parent company:
1. In Parent Company Management screen, under Parent Company, click New. The Parent Company dialog opens.
2. Enter the Company Name. 
3. Click Create to create a parent company and revert back to the Parent Company Management screen.
[bookmark: _Toc181798740]Add Child Companies to Create Parent
To add child companies to the created parent:
1. From the Parent Company Management screen, select either ALL, CUSTOMER, or SUPPLIER for the access group type.
2. In the auto-complete search box, start typing the name of the child company. Select the desired company.
3. Click Save.
NOTE: If a user attempts to add a company already associated with another parent, a warning message is displayed indicating the company is already part of another parent. However, the user can choose to continue to save.
[bookmark: _Toc181798741]Delete Existing Child-Parent Association
To delete an existing child-parent association:
1. In Parent Company Management screen, under Parent Company, select the parent for which you want to delete the child company. The Parent Company list shows all available parent-child associations.
2. Identify the child company you want to delete. Click the respective Child Delete icon.
3. Click Save.
[bookmark: _Toc181798742]Delete Existing Parent Company
To delete an existing parent company:
1. In Parent Company Management screen, under Parent Company, select the parent you want to delete. The Parent Company list shows all available parent-child associations.
2. Click Save. Confirm the prompt.
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The system supports delegated email alert subscriptions, which ensures specific users or groups of users all receive email alerts specified by administrators.

Hub Administrators, Supplier Administrators, and Customer Administrators can:
· Make alerts mandatory
· Make alerts non-mandatory
· Make multiple changes using search criteria
· View individual users' subscriptions

Administrators can configure certain alerts to be mandatory. When new users/roles are on-boarded under a role/role group, the system automatically subscribes the user/role to those alerts.

If email alerts are mandatory:
· Only administrators can unsubscribe the alert.
· Users can see but not change the alert (the check box is dimmed).
· Filters are not available to users or administrators.
NOTE: Users cannot unsubscribe from delegated email alerts if alert subscription is marked mandatory.

The following admin roles can update email alert subscriptions for the associated roles:
· Customer Administrator: All customer roles of the same customer.
· Supplier Administrator: All supplier roles of the same supplier.
· Broker Administrator: All customer and supplier roles of this role's customer and supplier permission.
[bookmark: _Toc181798744]Email Alert Delegation Field Descriptions
	Search Criteria
	Description

	Subscribed
	All: Choose "All" to filter all alerts regardless of whether users are subscribed to it or not.
Yes: Choose "Yes" to filter only alerts to which users are subscribed.
No: Choose "No" to filter only alerts to which users are not subscribed.

	Mandatory
	All: Choose "All" to filter all alerts independent of being mandatory or not.
Yes: Choose "Yes" to filter only mandatory alerts.
No: Choose "No" to filter only non-mandatory alerts.

	User Name
	Enter a username to filter alerts assigned to the respective user.

	Role Name
	Enter a role name to filter alerts assigned to the respective role.

	Alert Name
	Enter an alert name to filter all users/roles assigned to the respective alert.
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	Field
	Description

	Subscribed
	Indicates whether the user is subscribed to the respective alert ("Yes") or not "("No").

	Mandatory
	Indicates whether the alert that a user is subscribed to is mandatory ("Yes") or not ("No").

	User Name
	Username of a user who should receive email alerts.

	Role Name
	The name of the user role that should receive email alerts. (A user role can be assigned to a group of users, which means, the entire user group is subscribed to the specified email alert.)

	Alert Name
	The name of the alert that will be triggered.
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[bookmark: _Toc181798747]Subscribe User
To subscribe a user to an alert:
1. Filter and search for a user.
2. Press Filter. The Email Alert list opens displaying all alerts assigned to the user.
3. Check the checkbox for the respective user-alert row you want to subscribe.
4. Press Subscribe. The Change Subscriptions window opens.
5. Choose whether the alert should be mandatory or non-mandatory:
a. Optional: Non-mandatory alert. Users can unsubscribe from a non-mandatory alert.
b. Mandatory: Warning, any filters set by the user will be deleted and the user will not be able to add filters. Users cannot unsubscribe from mandatory alerts.
6. Press OK.
NOTE: The Email Alert list shows the user is subscribed to the alert (Subscribed: Yes), and it shows the chosen mandatory option (Mandatory: Yes/No).
[bookmark: _Toc181798748]Change Mandatory
To change a non-mandatory alert to mandatory, you can either subscribe the user to an alert and choose the mandatory option, explained above. Alternatively, you can use the Change Mandatory functionality:
1. Filter and search for a user.
2. Press Filter. The Email Alert list displays all alerts assigned to the user.
3. Check the checkbox for the respective user-alert row you want to subscribe.
4. Press Change Mandatory. Change Subscriptions window opens where you can now:
a. Make the alert mandatory. If the user was not subscribed to the alert, implicitly the user is now subscribed to this alert. The Email Alert list shows the user is subscribed to the alert (Subscribed: Yes), and it shows the chosen mandatory option (Mandatory: Yes).
b. Make the alert non-mandatory. If the user was not subscribed to the alert, implicitly the user is now subscribed to this alert. The Email Alert list shows the user is subscribed to the alert (Subscribed: Yes), and it shows the chosen mandatory option (Mandatory: No).
5. Press OK to save your changes.
NOTE: If you set an unsubscribed alert to mandatory, the alert is also subscribed.
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To unsubscribe a user from an alert:
1. Filter and search for a user.
2. Press Filter. The Email Alert list opens displaying all alerts assigned to the user.
3. Check the checkbox for the respective user-alert row you want to subscribe.
4. Press Subscribe. The Change Subscriptions window opens.
5. Press OK.
NOTE: The Email Alert list shows the user is unsubscribed from the email alert.
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To subscribe all users to an alert:
1. Filter and search for an alert. For instance, enter alert name in the Alert Name filter box.
2. Press Filter. The Email Alert list displays all users assigned to the alert.
3. Check the top checkbox to mark all checkboxes for all users.
4. Press Subscribe. The Change Subscriptions window opens.
5. Choose whether the alert should be mandatory or non-mandatory:
a. Optional: Non-mandatory alert. Users can unsubscribe from a non-mandatory alert.
b. Mandatory: Warning, any filters set by the user will be deleted and the user will not be able to add filters. Users cannot unsubscribe from mandatory alerts.
6. Press OK.
NOTE: The Email Alert list shows all users are subscribed to the alert (Subscribed: Yes), and it shows the chosen mandatory option (Mandatory: Yes/No).
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[bookmark: _Toc181798752]Assign Users to Role
To assign users to a role:
1. In the Menu, go to Administration > Assign Users to Role.
2. In Select Role, enter a role name for the role you want to assign to the user, OR Enter "*" to retrieve all roles available in the system and search for the one you need.
3. Click Find. The Select Role list shows all available roles.
4. Select the role you want to assign to the user. Click Next.
5. In Select User, enter a username for the user you want to assign the role to, OR Enter "*" to retrieve all users available in the system and search for the user you need.
6. Click Find. The Select User list shows all available users.
7. Select the user you want to assign to the role. Click Next to complete the process.
[bookmark: _Toc181798753]Assign Roles to User
To assign roles to a user:
1. In the Menu, go to Administration > Assign Roles to User.
2. In Select User, enter a username for the user you want to assign to the role, OR Enter "*" to retrieve all users available in the system and search for the one you need.
3. Click Find. The Select User list shows all available users.
4. Select the user you want to assign to the role. Click Next.
5. In Select Role, enter a role name for the role you want to assign the user to, OR Enter "*" to retrieve all roles available in the system and search for the role you need.
6. Click Find. The Select Role list shows all available roles.
7. Select the role you want to assign to the user. Click Next to complete the process.
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